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SYSTEMS, METHODS, USER INTERFACES,
AND COMPUTER-READABLE MEDIA FOR
INVESTIGATING POTENTIAL MALICIOUS
COMMUNICATIONS

INCORPORATION BY REFERENCE

This application claims priority to U.S. Provisional Patent
Application No. 62/202,104, filed Aug. 6, 2015, which is
incorporated by reference in its entirety. The disclosure
below also references various features of U.S. patent appli-
cation Ser. No. 14/579,752, filed Dec. 22, 2014, and U.S.
Pat. No. 8,788,405 B1, issued Jul. 22, 2014. The entire
disclosures of those applications are hereby made part of this
specification as if set forth fully herein and incorporated by
reference for all purposes, for all that they contain.

BACKGROUND

Embodiments of the present disclosure generally relate to
identifying phishing, spam, and malicious electronic com-
munications.

Phishing communications are unsolicited electronic com-
munications, from fraudulent senders masquerading as trust-
worthy entities, seeking sensitive information from recipi-
ents of the unsolicited electronic communications. Spam
communications are unsolicited bulk communications akin
to electronic junk mail. Malicious communications include
unsolicited communications sent with the intention of dis-
rupting the recipient’s computer or network communica-
tions intended to install “malware” (hostile or intrusive
software, in the form of executable code, scripts, active
content, and other software, which includes computer
viruses, worms, Trojan horses, ransomware, spyware,
adware, scareware, and other malicious programs). It is
important for local network administrators to identify such
communications and take appropriate actions to protect the
local network or the recipients’ computers or sensitive
information. In this disclosure, the term “undesirable elec-
tronic communications” or “undesirable communications”
encompasses, among other things, phishing, spam, and other
malicious electronic communications, including those dis-
cussed above and others described herein.

SUMMARY

A recipient of a potentially undesirable electronic com-
munication can forward the electronic communication to an
administrator. A computer-implemented data analysis sys-
tem can group the potentially undesirable electronic com-
munication with any other similar potentially undesirable
electronic communications in a data cluster and classify the
data cluster with a classification reflecting a priority for
assessing the potentially undesirable electronic communica-
tion(s) in the data cluster. The system can also generate user
interface data for rendering an interactive user interface
allowing an analyst to view the context and scope of the data
cluster and triage all potentially undesirable electronic com-
munication(s) in the data cluster as a group. The systems,
methods, and devices described herein each have several
aspects, no single one of which is solely responsible for its
desirable attributes. Without limiting the scope of this dis-
closure, several non-limiting features will now be discussed
briefly.

Embodiments of the present disclosure relate to a data
analysis system that may automatically generate memory-
efficient clustered data structures, automatically analyze
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those clustered data structures, automatically tag and group
those clustered data structures in tiers, and provide results of
the automated analysis and grouping in an optimized way to
an analyst. The automated analysis of the clustered data
structures (also referred to herein as “data clusters” or
simply “clusters”) may include an automated application of
various criteria or rules so as to generate a tiled display of
the tiers of related data clusters such that the analyst may
quickly and efficiently evaluate the tiers of data clusters. In
particular, the tiers of data clusters may be dynamically
re-grouped and/or filtered in an interactive user interface so
as to enable an analyst to quickly navigate among informa-
tion associated with various tiers and efficiently evaluate the
tiers of data clusters.

As described below, tiers of data clusters may include one
or more potentially undesirable electronic communications,
such as emails, text messages, newsgroup postings, and the
like. In an example application, a human analyst may be
tasked with deciding whether potentially undesirable elec-
tronic communication represents a phishing, spam, or mali-
cious communication. In a very large local network, such as
in a company employing hundreds of thousands of employ-
ees, such decisions may require a large team of analysts
evaluating massive numbers of individual electronic com-
munications. Certain embodiments include the inventive
realization that grouping related potentially undesirable
electronic communications in a data cluster can reduce the
labor required for such decision making by allowing for
triage of all potentially undesirable electronic communica-
tion(s) in the data cluster as a group.

Moreover, an individual potentially undesirable electronic
communication often includes insufficient information for
the analyst to effectively make such decisions. For example,
the analyst could initiate an investigation with a single
potentially undesirable electronic communications, such as
a potentially malicious email. If the analyst examined this
email by itself, then the analyst may not observe any
suspicious characteristics. Certain embodiments include the
inventive realization that an analyst may make better deci-
sions based on a collection of related potentially undesirable
electronic communications. For instance, two malicious
emails may be related by an identical sender or similar
subject fields. By viewing the emails in the context of a data
cluster, the analyst could discover additional potentially
undesirable electronic communications relating to the origi-
nal email because of a shared characteristic. The analyst
could then mark all the potentially undesirable electronic
communications in the data cluster as malicious, based on
the shared characteristic.

As described herein, various embodiments of the data
analysis system of the present disclosure automatically
create clusters of related potentially undesirable electronic
communications, tags and groups the clusters in tiers, and
generates an interactive user interface in which, in response
to inputs from the analyst, information related to the tiers of
clusters may be efficiently provided to the analyst. Accord-
ingly, the analyst may be enabled to efficiently evaluate the
tiers of clusters.

Generation of the memory-efficient clustered data struc-
tures may be accomplished by selection of one or more
initial potentially undesirable electronic communication of
interest (also referred to herein as “seeds™), adding of the
initial potentially undesirable electronic communication to
the memory-efficient clustered data structure (or, alterna-
tively, designating the initial potentially undesirable elec-
tronic communication as the clustered data structure, or an
initial iteration of the clustered data structure), and deter-
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mining and adding one or more related potentially undesir-
able electronic communications to the cluster. The number
of potentially undesirable electronic communications in the
cluster may be several orders of magnitude smaller than in
the entire electronic collection of data described above
because only potentially undesirable electronic communica-
tion related to each other are included in the clusters.

Additionally, the automated analysis and scoring of clus-
ters (as mentioned above) may enable highly efficient evalu-
ation of the various data clusters by a human analyst. For
example, the interactive user interface is generated so as to
enable an analyst to quickly view critical groups of data
clusters (as determined by automated grouping in tiers), and
then in response to analyst inputs, view and interact with the
generated information associated with the clusters. In
response to user inputs the user interface may be updated to
display data associated with each of the generated groups of
clusters if the analyst desires to dive deeper into data
associated with a given group of clusters.

In various embodiments, seeds may be automatically
selected/generated according to various seed determination
strategies, and clusters of related potentially undesirable
electronic communications may be generated based on those
seeds and according to cluster generation strategies (also
referred to herein as “cluster strategies™). Also, as mentioned
above, the system may rank or prioritize the generated
clusters. High priority clusters may be of greater interest to
an analyst as they may contain related potentially undesir-
able electronic communications that meet particular criteria
related to the analyst’s investigation. In an embodiment, the
system may enable an analyst to advantageously start an
investigation with a prioritized cluster, or group of clusters,
including many related potentially undesirable electronic
communications rather than a single randomly selected
potentially undesirable electronic communications. Further,
as described above, the cluster prioritization may enable the
processing requirements of the analyst’s investigation to be
highly efficient as compared to processing of the huge
collection of data described above. As mentioned above, this
is because, for example, a given investigation by an analyst
may only require storage in memory of a limited number of
potentially undesirable electronic communications associ-
ated with a small number of clusters, and further, a number
of potentially undesirable electronic communications in a
cluster may be several orders of magnitude smaller than in
the entire electronic collection of data described above
because only potentially undesirable electronic communica-
tions related to each other are included in the cluster. Further,
an analyst may not need to view many (or, alternatively, any)
potentially undesirable electronic communications associ-
ated with a cluster to evaluate the cluster, but rather may
evaluate the cluster based on the automatically generated
cluster information.

In various embodiments, grouping of related data clusters
enables an analyst to review the data in a logical way. For
example, the data clusters may be tagged and grouped
according to a recipient’s position in the local network.
Further, when a group of related data clusters is determined
by the analyst to not be important, the analyst may quickly
dismiss all potentially undesirable electronic communica-
tions of that group of clusters, rather than each potentially
undesirable electronic communication separately. This
advantageously enables computationally-efficient process-
ing, allowing analysts to process entire clusters with one
click rather than email by email.

According to an embodiment, a computer system is
disclosed, the system comprising one, some, or all of the
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following features, as well as features described elsewhere
in this disclosure. The system can comprise one or more
computer readable storage devices configured to store one or
more software modules including computer executable
instructions, records of first electronic communications to
internal recipients within a local network for a period of
time, the records reflecting, for each of the first electronic
communications, a plurality of characteristics, and/or a
plurality of prescreened electronic communications, at least
some of the prescreened electronic communications in the
first electronic communications, each prescreened electronic
communication preliminarily identified as a potential unde-
sirable electronic communication, and each prescreened
electronic communication comprising the plurality of char-
acteristics.

The system can also comprise one or more hardware
computer processors in communication with the one or more
computer readable storage devices and configured to execute
the one or more software modules in order to cause the
computer system to: access, from the one or more computer
readable storage devices, the plurality of prescreened elec-
tronic communications and the records; group, from the
plurality of prescreened electronic communications, a data
cluster of the prescreened electronic communications shar-
ing a similar characteristic from the plurality of character-
istics; based on a first characteristic associated with the data
cluster and the same first characteristics of the records,
identify recipients associated with the data cluster from the
first electronic communications; based on one or more
attributes of the data cluster, classify the data cluster with a
classification reflecting a priority for assessing whether the
prescreened electronic communications associated with the
data cluster are undesirable electronic communications, such
that, once initiated, the classifying is performed by the one
or more hardware computer processors, without the need for
manually performing the classifying; generate user interface
data for rendering an interactive user interface on a com-
puting device, the interactive user interface including an
element selectable by a user, the selectable element reflect-
ing the classification; and/or update the user interface data
such that, after the selectable element is selected by the user,
the interactive user interface further includes informational
data regarding the data cluster, the informational data
reflecting the recipients associated with the data cluster.

According to an aspect, the plurality of characteristics can
comprise a from field corresponding to a purported author of
the respective first electronic communication, one or more
recipient fields corresponding to the recipients of the respec-
tive first electronic communication, and a subject field
corresponding to a purported topic of the respective first
electronic communication.

According to another aspect, the one or more attributes
can comprise the number of prescreened electronic commu-
nications in the data cluster. The one or more attributes can
comprise an identity of one or more recipients of the
prescreened electronic communications in the data cluster.
Each prescreened electronic communication can further
comprise a message body, and the one or more hardware
computer processors in communication with the one or more
computer readable storage devices can be configured to
execute the one or more software modules in order to cause
the computer system to parse the message body for any
uniform resource locators. The one or more attributes can
comprise a determination that the message body includes at
least one uniform resource locator.

According to yet another aspect, the computer system can
further comprise a network connection configured to access,
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from one or more remote networks not within the local
network, one or more domain name system blackhole lists or
real-time blackhole lists, the one or more attributes com-
prising a determination that the message body includes at
least one uniform resource locator, or a portion thereof, on
the domain name system blackhole list(s) or real-time black-
hole list(s). The one or more computer readable storage
devices can be further configured to store a log of requests
from the local network seeking resources outside the local
network, and the one or more hardware computer processors
in communication with the one or more computer readable
storage devices can be configured to execute the one or more
software modules in order to cause the computer system to
identify instances in the log indicating a request from the
local network seeking a parsed uniform resource locator.
The informational data can further reflect an identification of
the instances in the log.

According to another aspect, the one or more hardware
computer processors in communication with the one or more
computer readable storage devices can be configured to
execute the one or more software modules in order to further
cause the computer system to receive a disposition from the
user that the prescreened electronic communications asso-
ciated with the data cluster are undesirable electronic com-
munications. The one or more hardware computer proces-
sors in communication with the one or more computer
readable storage devices can be configured to execute the
one or more software modules in order to further cause the
computer system to, based on the disposition, transmit an
electronic notification to the recipients associated with the
data cluster.

According to an embodiment, a computer-implemented
method is disclosed, the method comprising one, some, or
all of the following features, as well as features described
elsewhere in this disclosure. The method can comprise, as
implemented by one or more computer readable storage
devices configured to store one or more software modules
including computer executable instructions, and by one or
more hardware computer processors in communication with
the one or more computer readable storage devices config-
ured to execute the one or more software modules, access-
ing, from the one or more computer readable storage
devices, a plurality of electronic communications, each
comprising a message body, a from field corresponding to a
purported author of the respective prescreened electronic
communication, and a subject field corresponding to a
purported topic of the respective prescreened electronic
communication, grouping, from the plurality of electronic
communications, a data cluster of the electronic communi-
cations sharing a similar from field or a similar subject field,
and/or accessing, from one or more remote networks, one or
more domain name system blackhole lists or real-time
blackhole lists.

The method can further comprise, for one or more of the
electronic communications in the data cluster, parsing the
respective message body for uniform resource locators,
based at least in part on a determination that the message
body includes at least one uniform resource locator, or a
portion thereof, on the domain name system blackhole list(s)
or real-time blackhole list(s), classifying the data cluster
with a classification reflecting a priority for assessing
whether the electronic communications associated with the
data cluster are undesirable electronic communications, such
that, once initiated, the classifying is performed by the one
or more hardware computer processors, without the need for
manually performing the classifying, generating user inter-
face data for rendering an interactive user interface on a
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computing device, the interactive user interface including an
element selectable by a user, the selectable element reflect-
ing the classification, and/or updating the user interface data
such that, after the selectable element is selected by the user,
the interactive user interface further includes informational
data regarding the data cluster.

According to an aspect, each electronic communication
can further comprise the one or more recipient fields. The
computer-implemented method can further comprise access-
ing records of first electronic communications to internal
recipients within a local network for a period of time, the
records reflecting, for each of the first electronic communi-
cations, a from field corresponding to a purported author of
the respective first electronic communication, one or more
recipient fields corresponding to the recipients of the respec-
tive first electronic communication, and a subject field
corresponding to a purported topic of the respective first
electronic communication.

According to another aspect, the computer-implemented
method can further comprise, based on the from field or the
subject field associated with the data cluster and the from
fields or the subject fields of the records, identifying addi-
tional recipients associated with the data cluster from the
first electronic communications. The classifying can be
further based, at least in part, on an identity of one or more
the recipients of the electronic communications in the data
cluster.

According to yet another aspect, the method can further
comprise accessing a log of requests from the local network
seeking resources outside the local network; and identifying
instances in the log indicating a request from the local
network seeking a parsed uniform resource locator. The
informational data can comprise an identification of the
instances in the log.

According to another aspect, the method can further
comprise receiving a disposition from the user that the
electronic communications associated with the data cluster
are undesirable electronic communications. The method can
further comprise, based on the disposition, transmitting an
electronic notification to recipients associated with the data
cluster and the additional recipients.

In various embodiments, computer-implemented methods
are disclosed in which, under control of one or more
hardware computing devices configured with specific com-
puter executable instructions, one or more aspects of the
above-described embodiments are implemented and/or per-
formed.

In various embodiments, a non-transitory computer-read-
able storage medium storing software instructions is dis-
closed that, in response to execution by a computer system
having one or more hardware processors, configure the
computer system to perform operations comprising one or
more aspects of the above-described embodiments.

Further, as described herein, a data analysis system may
be configured and/or designed to generate user interface data
useable for rendering the various interactive user interfaces
described. The user interface data may be used by the
system, and/or another computer system, device, and/or
software program (for example, a browser program), to
render the interactive user interfaces. The interactive user
interfaces may be displayed on, for example, electronic
displays (including, for example, touch-enabled displays).

Additionally, it has been noted that design of computer
user interfaces “that are useable and easily learned by
humans is a non-trivial problem for software developers.”
(Dillon, A. (2003) User Interface Design. MacMillan Ency-
clopedia of Cognitive Science, Vol. 4, London: MacMillan,
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453-458.) The various embodiments of interactive and
dynamic user interfaces of the present disclosure are the
result of significant research, development, improvement,
iteration, and testing. This non-trivial development has
resulted in the user interfaces described herein which may
provide significant cognitive and ergonomic efficiencies and
advantages over previous systems. The interactive and
dynamic user interfaces include improved human-computer
interactions that may provide reduced mental workloads,
improved decision-making, reduced work stress, and/or the
like, for an analyst user.

Further, the interactive and dynamic user interfaces
described herein are enabled by innovations in efficient
interactions between the user interfaces and underlying
systems and components. For example, disclosed herein are
improved methods of receiving user inputs, translation and
delivery of those inputs to various system components (for
example, retrieval of clusters), automatic and dynamic
execution of complex processes in response to the input
delivery (for example, grouping and filtering of clusters),
automatic interaction among various components and pro-
cesses of the system, and/or automatic and dynamic updat-
ing of the user interfaces. The interactions and presentation
of data via the interactive user interfaces described herein
may accordingly provide cognitive and ergonomic efficien-
cies and advantages over previous systems.

Advantageously, according to various embodiments, the
disclosed techniques provide a more effective starting point
and user interface for an investigation of potentially unde-
sirable electronic communications of various types. An
analyst may be able to start an investigation from a group of
clusters of related potentially undesirable electronic com-
munications instead of an individual potentially undesirable
electronic communication, which may reduce the amount of
time and effort required to perform the investigation. The
disclosed techniques may also, according to various embodi-
ments, provide a prioritization of multiple clusters, and
dynamic re-grouping of related clusters and cluster filtering.
For example, the analyst may also be able to start the
investigation from a high priority group of clusters, which
may allow the analyst to focus on the most important
investigations, and may quickly evaluate that group of
clusters based on the efficient user interface generated by the
system. In each case, the processing and computational
requirements of such an investigation may be significantly
reduced due to the creation and use of highly efficient cluster
data structures of related potentially undesirable electronic
communications.

BRIEF DESCRIPTION OF THE DRAWINGS

The following drawings and the associated descriptions
are provided to illustrate embodiments of the present dis-
closure and do not limit the scope of the claims. Aspects and
many of the attendant advantages of this disclosure will
become more readily appreciated as the same become better
understood by reference to the following detailed descrip-
tion, when taken in conjunction with the accompanying
drawings, wherein:

FIG. 1 is a block diagram of a server system, as used in
an embodiment.

FIG. 2 is a block diagram of a computing system for
analyzing potentially undesirable electronic communica-
tions, as used in an embodiment.

FIG. 3 is a process of analyzing potentially undesirable
electronic communications, as used in an embodiment.
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FIG. 4 is process of taking action based on potentially
undesirable electronic communications, as used in an
embodiment.

FIG. 5 is a process of analyzing potentially undesirable
electronic communications and taking action based thereon,
as used in an embodiment.

FIG. 6 is a process of analyzing potentially undesirable
electronic communications, as used in an embodiment.

FIG. 7 is a data cluster analysis user interface in which
multiple data clusters are prioritized, as used in an embodi-
ment.

FIG. 8 is a data cluster analysis user interface showing
potentially undesirable electronic communications for a
high priority group of data clusters, as used in an embodi-
ment.

FIGS. 9-13 are dossier analysis user interfaces showing
informational data regarding a data cluster, as used in an
embodiment.

FIGS. 14A and 14B are dossier analysis user interfaces
showing informational data regarding a data cluster, as used
in an embodiment.

In the drawings, the first one or two digits of each
reference number typically indicate the figure in which the
element first appears. Throughout the drawings, reference
numbers may be reused to indicate correspondence between
referenced elements. Nevertheless, use of different numbers
does not necessarily indicate a lack of correspondence
between elements. And, conversely, reuse of a number does
not necessarily indicate that the elements are the same.

DETAILED DESCRIPTION

Although certain preferred embodiments and examples
are disclosed below, inventive subject matter extends
beyond the specifically disclosed embodiments to other
alternative embodiments and/or uses and to modifications
and equivalents thereof. Thus, the scope of the claims
appended hereto is not limited by any of the particular
embodiments described below. For example, in any method
or process disclosed herein, the acts or operations of the
method or process may be performed in any suitable
sequence and are not necessarily limited to any particular
disclosed sequence. Various operations may be described as
multiple discrete operations in turn, in a manner that may be
helpful in understanding certain embodiments; however, the
order of description should not be construed to imply that
these operations are order dependent. Additionally, the struc-
tures, systems, and/or devices described herein may be
embodied as integrated components or as separate compo-
nents. For purposes of comparing various embodiments,
certain aspects and advantages of these embodiments are
described. Not necessarily all such aspects or advantages are
achieved by any particular embodiment. Thus, for example,
various embodiments may be carried out in a manner that
achieves or optimizes one advantage or group of advantages
as taught herein without necessarily achieving other aspects
or advantages as may also be taught or suggested herein.

TERMS

In order to facilitate an understanding of the systems and
methods discussed herein, a number of terms are defined
below. The terms defined below, as well as other terms used
herein, should be construed broadly to include, without
limitation, the provided definitions, the ordinary and cus-
tomary meanings of the terms, and/or any other implied
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meanings for the respective terms. Thus, the definitions
below do not limit the meaning of these terms, but only
provide example definitions.

Database: A broad term for any data structure for storing
and/or organizing data, including, but not limited to, rela-
tional databases (for example, Oracle database, mySQL
database, and the like), spreadsheets, XML files, and text
files, among others. The various terms “database,” “data
store,” and “data source” may be used interchangeably in the
present disclosure.

Potentially undesirable electronic communication: An
electronic communication that has been preliminarily
screened and identified as a possible undesirable electronic
communication but that has not been triaged by a designated
analyst and conclusively identified as an undesirable elec-
tronic communication. A potentially undesirable electronic
communication may represent a document or other unstruc-
tured data source such as an e-mail message, a news report,
or a written paper or article. Each potentially undesirable
electronic communication may be associated with a unique
identifier that uniquely identifies it. The preliminary screen-
ing can be done by a human recipient. The preliminary
screening can be done automatically, without human inter-
vention, by electronic rules or a program.

Cluster: A group or set of one or more related potentially
undesirable electronic communications. A cluster may be
generated, determined, and/or selected from one or more
sets of potentially undesirable electronic communication
according to a cluster generation strategy. A cluster may
further be generated, determined, and/or selected based on a
seed. For example, a seed may comprise an initial poten-
tially undesirable electronic communication of a cluster.
Potentially undesirable electronic communications related to
the seed may be determined and added to the cluster. Further,
additional potentially undesirable electronic communica-
tions related to any clustered potentially undesirable elec-
tronic communication may also be added to the cluster
iteratively as indicated by a cluster generation strategy.
Potentially undesirable electronic communications may be
related by any common and/or similar properties, metadata,
types, relationships, and/or the like. Clusters may also be
referred to herein as “data clusters.”

Seed: One or more potentially undesirable electronic
communications that may be used as a basis, or starting
point, for generating a cluster. A seed may be generated,
determined, and/or selected from one or more sets of poten-
tially undesirable electronic communications according to a
seed generation strategy. For example, seeds may be gen-
erated from potentially undesirable electronic communica-
tions accessed from various databases and data sources.

Dossier: A collection of information associated with a
cluster or a group of clusters and/or a user interface for
displaying such a collection.

Overview

When investigating phishing, spam, or malicious com-
munications, an analyst may have to make decisions regard-
ing a large number of electronic communications that may
or may not be related to one another, and which may be
stored in an electronic data store or memory. For example,
such a collection of data may include hundreds of thousands
or millions of potentially undesirable electronic communi-
cations, and may consume significant storage and/or
memory. Determination and selection of relevant commu-
nications within such a collection may be extremely difficult
for the analyst. Further, processing of such a large collection
of data (for example, as an analyst uses a computer to sift
and/or search through large pluralties of potentially unde-
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sirable electronic communications) may be extremely inef-
ficient and consume significant processing and/or memory
resources.

This disclosure relates to a system for analyzing poten-
tially undesirable electronic communications (also referred
to herein as the “system”) in which computationally-efficient
clustered data structures (also referred to herein as “clus-
ters”) of related electronic communications may be auto-
matically generated and analyzed, tagged, grouped, and
results may be provided for interaction from an analyst, for
example. Generation of clusters may begin by automatic
generation, determination, and/or selection of one or more
initial communications of interest, called “seeds.” Clusters
of related electronic communications may be generated
based on those seeds and according to cluster generation
strategies (also referred to herein as “cluster strategies,”
“clustering strategies,” and/or “cluster generation rules”).
Seeds and related electronic communications may be
accessed from various databases and data sources including,
for example, databases maintained by financial institutions,
government entities, private entities, public entities, and/or
publicly available data sources. Such databases and data
sources may include a variety of information and data, such
as, for example, computer network-related data, and/or
computer-related activity data, among others. Further, the
databases and data sources may include various relation-
ships that link and/or associate electronic communications
with one another. Various electronic communications and
relationships may be stored across different systems con-
trolled by different items and/or institutions. According to
various embodiments, the system may bring together data
from multiple data sources in order to build clusters.

In the following description, numerous specific details are
set forth to provide a more thorough understanding of
various embodiments of the present disclosure. It will be
apparent to one of skill in the art, however, that the systems
and methods of the present disclosure may be practiced
without one or more of these specific details.

DESCRIPTION OF THE FIGURES

Embodiments of the disclosure will now be described
with reference to the accompanying Figures. The terminol-
ogy used in the description is not intended to be interpreted
in any limited or restrictive manner, simply because it is
being utilized in conjunction with a detailed description of
certain specific embodiments of the disclosure. Furthermore,
embodiments of the disclosure described above and/or
below may include several novel features, no single one of
which is solely responsible for its desirable attributes or
which is essential to practicing the embodiments of the
disclosure herein described.

1. Implementation Mechanisms

According to one embodiment, the techniques described
herein are implemented by one or more special-purpose
computing devices. The special-purpose computing devices
may be hard-wired to perform the techniques, or may
include digital electronic devices such as one or more
application-specific integrated circuits (ASICs) or field pro-
grammable gate arrays (FPGAs) that are persistently pro-
grammed to perform the techniques, or may include one or
more general purpose hardware processors programmed to
perform the techniques pursuant to program instructions in
firmware, memory, other storage, or a combination. Such
special-purpose computing devices may also combine cus-
tom hard-wired logic, ASICs, or FPGAs with custom pro-
gramming to accomplish the techniques. The special-pur-
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pose computing devices may be desktop computer systems,
server computer systems, portable computer systems, hand-
held devices, networking devices or any other device or
combination of devices that incorporate hard-wired and/or
program logic to implement the techniques.

Computing device(s) are generally controlled and coor-
dinated by operating system software, such as iOS, Android,
Chrome OS, Windows XP, Windows Vista, Windows 7,
Windows 8, Windows Server, Windows CE, Unix, Linux,
SunOS, Solaris, 108, Blackberry OS, VxWorks, or other
compatible operating systems. In other embodiments, the
computing device may be controlled by a proprietary oper-
ating system. Conventional operating systems control and
schedule computer processes for execution, perform
memory management, provide file system, networking, I/O
services, and provide a user interface functionality, such as
a graphical user interface (“GUI”), among other things.

FIG. 1 is a block diagram that illustrates a computer
system 100 upon which an embodiment may be imple-
mented. For example, any of the computing devices dis-
cussed herein may include some or all of the components
and/or functionality of the computer system 100.

Computer system 100 includes a bus 102 or other com-
munication mechanism for communicating information, and
a hardware processor, or multiple processors, 104 coupled
with bus 102 for processing information. Hardware proces-
sor(s) 104 may be, for example, one or more general purpose
MiCroprocessors.

Computer system 100 also includes a main memory 106,
such as a random access memory (RAM), cache and/or other
dynamic storage devices, coupled to bus 102 for storing
information and instructions to be executed by processor
104. Main memory 106 also may be used for storing
temporary variables or other intermediate information dur-
ing execution of instructions to be executed by processor
104. Such instructions, when stored in storage media acces-
sible to processor 104, render computer system 100 into a
special-purpose machine that is customized to perform the
operations specified in the instructions.

Computer system 100 further includes a read only
memory (ROM) 108 or other static storage device coupled
to bus 102 for storing static information and instructions for
processor 104. A storage device 110, such as a magnetic
disk, optical disk, or USB thumb drive (Flash drive), etc., is
provided and coupled to bus 102 for storing information and
instructions.

Computer system 100 may be coupled via bus 102 to a
display 112, such as a cathode ray tube (CRT) or LCD
display (or touch screen), for displaying information to a
computer user. An input device 114, including alphanumeric
and other keys, is coupled to bus 102 for communicating
information and command selections to processor 104.
Another type of user input device is cursor control 116, such
as a mouse, a trackball, or cursor direction keys for com-
municating direction information and command selections
to processor 104 and for controlling cursor movement on
display 112. This input device typically has two degrees of
freedom in two axes, a first axis (e.g., X) and a second axis
(e.g., y), that allows the device to specify positions in a
plane. In some embodiments, the same direction information
and command selections as cursor control may be imple-
mented via receiving touches on a touch screen without a
Cursor.

Computing system 100 may include a user interface
module to implement a GUI that may be stored in a mass
storage device as executable software codes that are
executed by the computing device(s). This and other mod-
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ules may include, by way of example, components, such as
software components, object-oriented software components,
class components and task components, processes, func-
tions, attributes, procedures, subroutines, segments of pro-
gram code, drivers, firmware, microcode, circuitry, data,
databases, data structures, tables, arrays, and variables.

In general, the word “module,” as used herein, refers to
logic embodied in hardware or firmware, or to a collection
of software instructions, possibly having entry and exit
points, written in a programming language, such as, for
example, Java, Lua, C or C++. A software module may be
compiled and linked into an executable program, installed in
a dynamic link library, or may be written in an interpreted
programming language such as, for example, BASIC, Perl,
or Python. It will be appreciated that software modules may
be callable from other modules or from themselves, and/or
may be invoked in response to detected events or interrupts.
Software modules configured for execution on computing
devices may be provided on a computer readable medium,
such as a compact disc, digital video disc, flash drive,
magnetic disc, or any other tangible medium, or as a digital
download (and may be originally stored in a compressed or
installable format that requires installation, decompression
or decryption prior to execution). Such software code may
be stored, partially or fully, on a memory device of the
executing computing device, for execution by the computing
device. Software instructions may be embedded in firmware,
such as an EPROM. It will be further appreciated that
hardware modules may be comprised of connected logic
units, such as gates and flip-flops, and/or may be comprised
of programmable units, such as programmable gate arrays or
processors. The modules or computing device functionality
described herein are preferably implemented as software
modules, but may be represented in hardware or firmware.
Generally, the modules described herein refer to logical
modules that may be combined with other modules or
divided into sub-modules despite their physical organization
or storage

Computer system 100 may implement the techniques
described herein using customized hard-wired logic, one or
more ASICs or FPGAs, firmware and/or program logic
which in combination with the computer system causes or
programs computer system 100 to be a special-purpose
machine. According to one embodiment, the techniques
herein are performed by computer system 100 in response to
processor(s) 104 executing one or more sequences of one or
more instructions contained in main memory 106. Such
instructions may be read into main memory 106 from
another storage medium, such as storage device 110. Execu-
tion of the sequences of instructions contained in main
memory 106 causes processor(s) 104 to perform the process
steps described herein. In alternative embodiments, hard-
wired circuitry may be used in place of or in combination
with software instructions.

The term “non-transitory media,” and similar terms, as
used herein refers to any media that store data and/or
instructions that cause a machine to operate in a specific
fashion. Such non-transitory media may comprise non-
volatile media and/or volatile media. Non-volatile media
includes, for example, optical or magnetic disks, such as
storage device 110. Volatile media includes dynamic
memory, such as main memory 106. Common forms of
non-transitory media include, for example, a floppy disk, a
flexible disk, hard disk, solid state drive, magnetic tape, or
any other magnetic data storage medium, a CD-ROM, any
other optical data storage medium, any physical medium
with patterns of holes, a RAM, a PROM, and EPROM, a
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FLASH-EPROM, NVRAM, any other memory chip or
cartridge, and networked versions of the same.

Non-transitory media is distinct from but may be used in
conjunction with transmission media. Transmission media
participates in transferring information between non-transi-
tory media. For example, transmission media includes
coaxial cables, copper wire and fiber optics, including the
wires that comprise bus 102. Transmission media can also
take the form of acoustic or light waves, such as those
generated during radio-wave and infra-red data communi-
cations.

Various forms of media may be involved in carrying one
or more sequences of one or more instructions to processor
104 for execution. For example, the instructions may ini-
tially be carried on a magnetic disk or solid state drive of a
remote computer. The remote computer can load the instruc-
tions into its dynamic memory and send the instructions over
a telephone line using a modem. A modem local to computer
system 100 can receive the data on the telephone line and
use an infra-red transmitter to convert the data to an infra-red
signal. An infra-red detector can receive the data carried in
the infra-red signal and appropriate circuitry can place the
data on bus 102. Bus 102 carries the data to main memory
106, from which processor 104 retrieves and executes the
instructions. The instructions received by main memory 106
may retrieve and execute the instructions. The instructions
received by main memory 106 may optionally be stored on
storage device 110 either before or after execution by
processor 104.

Computer system 100 also includes a communication
interface 118 coupled to bus 102. Communication interface
118 provides a two-way data communication coupling to a
network link 120 that is connected to a local network 122.
For example, communication interface 118 may be an inte-
grated services digital network (ISDN) card, cable modem,
satellite modem, or a modem to provide a data communi-
cation connection to a corresponding type of telephone line.
As another example, communication interface 118 may be a
local area network (LAN) card to provide a data communi-
cation connection to a compatible LAN (or WAN compo-
nent to communicated with a WAN). Wireless links may also
be implemented. In any such implementation, communica-
tion interface 118 sends and receives electrical, electromag-
netic or optical signals that carry digital data streams rep-
resenting various types of information.

Network link 120 typically provides data communication
through one or more networks to other data devices. For
example, network link 120 may provide a connection
through local network 122 to a host computer 124 or to data
equipment operated by an Internet Service Provider (ISP)
126. ISP 126 in turn provides data communication services
through the world wide packet data communication network
now commonly referred to as the “Internet” 128. Local
network 122 and Internet 128 both use electrical, electro-
magnetic or optical signals that carry digital data streams.
The signals through the various networks and the signals on
network link 120 and through communication interface 118,
which carry the digital data to and from computer system
100, are example forms of transmission media.

Computer system 100 can send messages and receive
data, including program code, through the network(s), net-
work link 120 and communication interface 118. In the
Internet example, a server 130 might transmit a requested
code for an application program through Internet 128, ISP
126, local network 122 and communication interface 118.
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The received code may be executed by processor 104 as
it is received, and/or stored in storage device 110, or other
non-volatile storage for later execution.

FIG. 2 is a block diagram of the computer system 100 for
analyzing potentially undesirable electronic communica-
tions, as used in an embodiment. In variations, additional
blocks may be included, some blocks may be removed,
and/or blocks may be connected or arranged differently from
what is shown.

Computer system 100 interfaces with local network 122,
described above with reference to FIG. 1. Users 221 interact
with the local network 122, for example, for email, text
messaging, newsgroups, etc. In certain embodiments, users
221 can receive electronic communications via the local
network 122. A recipient (one of the users 221) of an
electronic communication can make a preliminary determi-
nation that the communication is a potential phishing, spam,
or malicious communication and forward the communica-
tion to an administrator. For example, a company employee
can forward a potential phishing, spam, or malicious email
to a corporate “abuse” email account (e.g.,
abuse@example.org).

Computer system 100 may include computer readable
storage devices. For example, computer system 100 may
include electronic communications records storage device
207. The electronic communications records storage device
207 may be configured to store records of first electronic
communications to internal recipients within a local network
for a period of time. As an example, the electronic commu-
nications records storage device 207 can store records of
emails sent to recipients within the local network 122 over
the last week or the last month or the last six months. An
example can be a PROOFPOINT (Proofpoint, Inc., Sunny-
vale, Calif.) log. For each of the first electronic communi-
cations, a record can reflect the “from” field corresponding
to a purported author of the first electronic communication,
one or more “recipient” fields corresponding to the recipi-
ents of the respective first electronic communication (e.g., a
“to” field, a “cc” field, and/or a “bec” field), and/or the
subject field corresponding to a purported topic of the
respected first electronic communication. An electronic
communications record need not be an email itself. This
term is a broad term and encompasses subsets of data about
electronic communications. For example, the term encom-
passes certain metadata regarding emails.

Computer system 100 may further include electronic
communications storage device 203. The electronic com-
munications storage device 203 may be configured to store
a plurality of prescreened electronic communications. As an
example, the electronic communications storage device 203
can store prescreened emails. In at least one embodiment,
each prescreened electronic communication is preliminarily
identified as a potential undesirable electronic communica-
tion.

As used herein, the term prescreened electronic commu-
nication refers to an electronic communication that has been
reviewed and identified as potentially having a certain
characteristic or characteristics. The review need not be
detailed or performed by someone with special training. For
example, the initial recipient of the electronic communica-
tion can perform the prescreening. In this regard, a pre-
screened electronic communication can refer to an email that
has been reviewed by its human recipient and judged or
identified as a potentially undesirable electronic communi-
cation. In other instances, as noted above, the prescreening
can occur without human intervention, for example, with
applied rules or a suitable program. A company employee
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can forward a potential phishing, spam, or malicious email
to an abuse account. Fourth access module 227 and/or
another suitable module interfacing with the local network
122 can execute a suitable script to download the emails in
the abuse email account to a computer folder or subfolder or
other database as text-formatted file, such as an .eml file. The
computer folder, subfolder, or other database can represent
an example of electronic communications storage device
203, discussed above. Each prescreened electronic commu-
nication in the electronic communications storage device
203 can include a from field, one or more recipient fields, a
subject field, and/or a message body.

Computer system 100 may include one or more modules
which may be implemented as software or hardware. For
example, computer system 100 may include first access
module 201. The first access module 201 may be configured
to access, from the electronic communications storage
device 203, the plurality of prescreened electronic commu-
nications. Computer system 100 may include second access
module 205. The second access module 205 may be con-
figured to access, from the electronic communications
records storage device 207, the records.

Computer system 100 may include grouping module 211.
Grouping module 211 of computer system 100 may be
configured to group, from the plurality of prescreened elec-
tronic communication, a data cluster of the prescreened
electronic communications. A data cluster may be generated,
determined, and/or selected from one or more sets of elec-
tronic communications according to a cluster generation
strategy. A data cluster may further be generated, deter-
mined, and/or selected based on a seed. For example, seeds
may comprise emails received within a time or date range,
such as the last 24 hours. Electronic communications related
to the seeds may be determined and added to the cluster.
Further, additional electronic communications related to any
clustered electronic communication may also be added to
the cluster iteratively as indicated by a cluster generation
strategy. Electronic communications may be related by any
common and/or similar properties, metadata, types, relation-
ships, and/or the like. Data clusters may also be referred to
herein as “clustered data structures,” “electronic communi-
cation clusters,” and “clusters.” Data clusters are described
in further detail in U.S. patent application Ser. No. 14/579,
752 and U.S. Pat. No. 8,788,405, which have been incor-
porated herein by reference in their entireties.

In at least one embodiment, the prescreened electronic
communications of a data cluster share a similar from field
and/or a similar subject field. For example, the grouping
module 211 can identify an initial electronic communication
and its from field and/or its subject field. The grouping
module 211 may identify additional electronic communica-
tions with similar from fields and/or similar subject fields
and add them to the cluster. In at least one embodiment, the
grouping module 211 identifies electronic communications
having the same from field. Alternatively, or in conjunction,
the grouping module 211 can identify electronic communi-
cations having from fields with similar characteristics. For
instance, the grouping module 211 can implement regular
expression matching or another suitable pattern recognition
algorithm to identify email addresses having the same local
part (the part before the “@” symbol), even if the email
addresses have different domain parts (the part after the “@”
symbol). Or the grouping module 211 can identify email
addresses  having  similar  patterns, such  as
abcldef@example.com,  becd2efg@example.com, and
cde3fgh@example.com. As yet another example, grouping
module 211 can identify electronic communications having
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the same subject field. Alternatively, or in conjunction the
grouping module 211 can identify electronic communica-
tions having subject fields with similar characteristics. For
instance the grouping module 211 can identify email sub-
jects following a pattern, such as “<Varying Bank Name>:
Online Banking Security Precaution,” using a suitable tech-
nique such as regular expression matching.

Other suitable techniques for identifying additional elec-
tronic communications with similar from fields and/or simi-
lar subject fields and adding them to the cluster with the
grouping module 211 are also contemplated. Yet another
example of such grouping can include grouping based on
similar edit distances. Edit distance is a technique of quan-
tifying how dissimilar two strings (such as words) are to one
another by counting the minimum number of operations
required to transform one string into the other.

Optionally, computer system 100 may further include an
identification module 213. The identification module 213 of
computer system 100 may identify additional recipients
associated with the data cluster. As noted above, a data
cluster comprises prescreened electronic communications.
The additional recipients need not be associated with pre-
screened electronic communications. For example, many
recipients within a local network may receive similar emails
and some of those recipients may report the emails as
potential phishing communications to an administrator.
Some recipients may not report the emails to anyone,
however.

In this regard, the additional recipients can be identified in
the records accessed by second access module 205 or in
another electronic communications storage device (not
shown). For example, identification module 213 can identify
the subject field of the prescreened electronic communica-
tions or a substring within the subject field of the pre-
screened electronic communications, such as the first,
middle, or last n characters. Then, the identification module
213 can access electronic communications records storage
device 207 (optionally via second access module 205) and
identify additional electronic communications having the
same subject field or substring. Based on the subject fields
of the identified additional electronic communications, the
identification module 213 can determine additional recipi-
ents of those additional electronic communications corre-
sponding with the associated to, cc, or bee fields.

Computer system 100 may include an optional classifi-
cation module 215. Classification module 215 of computer
system 100 may be configured to classify, based on one or
more attributes of the data cluster, the data cluster with a
classification reflecting a priority for assessing whether the
prescreened electronic communications associated with the
data cluster are undesirable electronic communications.
Advantageously, the classification module 215 is configured
such that, once initiated, the classifying is performed by the
one or more hardware computer processors, without the
need for manually performing the classifying.

For instance, in one embodiment, classification module
215 can automatically determine a rank or status of a
recipient of a prescreened electronic communication in a
data cluster without requiring user intervention. As an
example, classification module can identify an employee
identification number associated with a recipient, cross
reference the employee identification number against an
organizational database for the local network, and determine
the recipient’s rank. The relevant information, such as the
employee identification number and rank, can be stored to
the data cluster dossier. A data cluster including a recipient
with a sufficiently high rank or status, such as a C suite
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officer or critical employee, may be assigned classification
reflecting a high priority for assessing whether the pre-
screened electronic communications associated with the
data cluster are undesirable electronic communications.

Computer system 100 may also include a parsing module
217. As discussed above, each prescreened electronic com-
munication can comprise a message body in some embodi-
ments. Parsing module 217 of computer system 217 may be
configured to parse, for one or more of the electronic
communications in the data cluster, the respective message
body for certain strings, such as uniform resource locators.

Computer system 100 may include a user interface mod-
ule 219. The user interface module 219 can be configured to
generate user interface data for rendering an interactive user
interface on a computing device. The user interface module
219 can also be configured to update the user interface data.
User interface module 219 may include one or more mod-
ules configured to generate user interfaces, such as web
pages, desktop applications, mobile interfaces, voice inter-
faces, and the like. The user interface module 219 may
invoke the above described modules in order to make
calculations to be presented to individuals. The user inter-
face module 219 may present data via network. The user
interface module 219 may further receive input from indi-
viduals so that the input may be provided to the appropriate
modules and/or stored.

Computer system can optionally interact with a proxy log
225 via the local network 122. In general, the proxy log 225
is produced by a local network proxy server and gives
detailed information about the URLs accessed by specific
users 221. In various embodiment discussed herein, fourth
access module 227 and/or another suitable module interfac-
ing with the local network 122 can execute a suitable script
to search the proxy log for a particular URL or IP address
and determine which users 221 (if any) have accessed the
URL.

Computer system 100 is also configured to interface with
DNSBL or RBL 128 or other blacklist. DNSBL stands for a
DNS-based Blackhole List, and RBL stands for Real-time
Blackhole List. These are “blacklists” of locations on the
Internet reputed to send email spam or other undesirable
electronic communications. In computing, a blacklist is a
basic access control mechanism for allowing through ele-
ments, except those explicitly mentioned in the list. Those
items on the list are denied access. Third access module 209
can be used to interface with third party vendor’s DNSBL or
RBL 128 or other blacklist via Internet 223. For example, as
described in greater detail below, third access module 209
can be instructed to check an IP address against DNSBL or
RBL 128 or other blacklist, such as dnsbl.example.net. The
third access module 209 can take the IP access (such as
192.168.42.23) and reverse the order of the octets
(23.42.168.192). The third access module 209 can then
append the domain name of DNSBL or RBL 128 or other
blacklist, yielding 23.42.168.192.dnsbl.example.net. Subse-
quently, the third access module 209 can look up this name
in the DNS as a domain name. The query will either return
an address, indicating that the IP address is blacklisted or a
no-such-domain code (such as NXDOMAIN), indicating
that the IP address is not blacklisted. If the IP address is
listed, the third access module 209 optionally can look up
why the IP address is listed as a text record, a function
supported by most blacklist services.

II. Implementation Methods

FIG. 3 shows an example method for implementing
computer system 100 of FIG. 2, namely, a process of
analyzing potentially undesirable electronic communica-
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tions. In box 301, computer system 100 accesses electronic
communications. Box 301 of FIG. 3 can be implemented
with first access module 201 and second access module 205
of FIG. 2. In an example embodiment, a script is executed
to generate the initial seeds for generating collections of
clusters of related data from the seeds, as described in U.S.
Pat. No. 8,788,405, incorporated herein by reference. The
seeds can be, for instance, a time or date range of emails to
target. The script can update the seeds each run to have the
time or date range be, for example, the last 24-hour window.

In box 303q, computer system 100 identifies electronic
communications with similar from fields. In box 3035,
computer system 100 identifies electronic communications
with similar subject fields. As discussed with reference to
FIG. 2, box 303a in box 3035 can be implemented with
identification module 213. It should be clear that computer
system 100 does not necessarily have to implement both box
303a and box 3035 in the method. They can be implemented
in the alternative. In box 305, computer system 100 groups
similar electronic communications in a data cluster. Box 305
can be implemented with grouping module 211. For
example, a cluster strategy, as described in U.S. Pat. No.
8,788,405, can be executed. The cluster strategy can process
new emails, that is, emails received within the last 24 hours.
The cluster strategy loads any data cluster object that has
been modified in the last day. In other embodiments, the
cluster strategy can load any data cluster object previously
marked as malicious, which may encompass emails received
greater than 24 hours in the past. For each new email, the
strategy checks whether that email is already part of a data
cluster. The strategy can merge the email with an existing
data cluster based on subject. Emails that are not part of a
data cluster generate new data clusters that eventually can be
linked to other emails with similar subjects, senders, etc.
Linking emails can be based off an identification property
number for the data cluster. A data cluster can include
information such as the submitter(s), recipients, external
senders, subjects, and any URLs for the associated poten-
tially undesirable electronic communications, as well as the
body of the relevant email(s). A dossier can be created for
each data cluster. The dossier comprises additional informa-
tion besides the information from the potentially undesirable
electronic communications that is relevant during analyst
triage.

In box 307, computer system 100 classifies the data
cluster. Box 307 can be implemented with classification
module 215. An example classification is a priority tier,
reflecting a priority for assessing whether the potentially
undesirable electronic communications associated with the
data cluster are actually undesirable electronic communica-
tions. The classification can be performed without the need
for manual user intervention.

A factor in the classification algorithm can include the
number of potentially undesirable electronic communica-
tions that are in the data cluster. Certain embodiments
include the inventive realization that multiple similar poten-
tially undesirable electronic communications submitted to
an abuse account are more likely to be undesirable electronic
communications than single instance electronic communi-
cations submitted to the abuse account.

Another factor in the classification algorithm can include
whether the data cluster comprises any URLs on a DNSBL
and/or RBL or other blacklist. Certain embodiments include
the inventive realization that a data cluster including a URL
on a DNSBL and/or RBL or other blacklist is more likely to
be associated with undesirable electronic communications



US 9,456,000 B1

19
than a data cluster that does not include URLs or any
identified URLs are not on a DNSBL and/or RBL or other
blacklist.

Another factor in the classification algorithm can include
whether the data cluster is associated a recipient with a
sufficiently high rank or status, such as a C suite officer or
critical employee. For example, it is important to identify
phishing attacks targeting high ranking individuals in a local
network, as compromised information can affect the local
network’s integrity. The identified tiers can be classified as
desired. For example, tier 0 may be defined to relate to the
highest priority data clusters (those most likely to be phish-
ing or malicious communication) while tier 3 relates to the
lowest priority data clusters (those most likely to be spam
communications).

In box 309, computer system 100 generates a user inter-
face with at least one selectable element reflecting the
classification. And in box 311, computer system 100 updates
the user interface with information regarding the data clus-
ter. Box 309 and box 311 can be implemented with user
interface module 219. For example, an analyst can review a
dossier associated with a data cluster in a tier O classification
and determine if the associated data cluster is malicious,
phishing, spam, or a legitimate communication. The analyst
assigns the dossier a status. The status is transferred to the
data cluster. The analyst can mark entire clusters as legiti-
mate or not.

FIG. 4 shows another example method for implementing
computer system 100 of FIG. 2, namely, a process of taking
action based on potentially undesirable electronic commu-
nications. In box 401, computer system 100 displays a user
interface with information regarding data cluster to user. In
box 403, computer system 100 receives a disposition regard-
ing the data cluster from a user. In box 405 computer system
100 transmits electronic notification based on the disposi-
tion. For example, a network administrator can execute a
script to identify data clusters that were recently updated
with a status. The script can identify all recipients associated
in the dossier (including recipients who did not report the
electronic communication to an abuse account) and send the
recipients an email indicating the received electronic com-
munication was a phishing, malicious, or other high-risk
communication. In certain embodiments, when a new recipi-
ent reports an electronic communication as potentially unde-
sirable and the cluster strategy merges the electronic com-
munication with an existing data cluster already assigned a
status, the script will send the new recipient a notification.

FIG. 5 shows another example method for implementing
computer system 100 of FIG. 2, namely, a process of
analyzing potentially undesirable electronic communica-
tions and taking action based thereon. In box 501, the
computer system 100 accesses electronic communication
records. In box 503, computer system 100 identifies addi-
tional recipients associated with the data cluster. For
example, PROOFPOINT logs can be searched for emails
with similar subjects. This search identifies additional
recipients that received potentially undesirable electronic
communications but did not report them to the abuse
account discussed above. The additional recipients and/or
relevant PROOFPOINT log entries can be added to the data
cluster dossier. In box 505, computer system 100 updates the
user interface with informational data reflecting the addi-
tional recipients. In box 507, computer system 100 transmits
an electronic notification to additional recipients based on
the disposition.

FIG. 6 shows yet another example method for implement-
ing computer system 100 of FIG. 2, namely, a process of
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analyzing potentially undesirable electronic communica-
tions. In box 601, computer system 100 parses electronic
communications in the data cluster for any URLs. In box
603, computer system 100 displays a user interface with
information regarding the presence of any URLs. In box
611, computer system 100 accesses the proxy log. In box
613, computer system 100 determines whether the parsed
URLSs have been accessed by any users of the local network.
In box 615 computer system 100 displays on the user
interface information regarding the presence of any accessed
URLs. For example, the local network proxy log can be
searched for traffic to any URLs identified in the emails in
the data cluster. This search identifies any members of the
local network who visited a potentially malicious website by
clicking on a URL in an email. These “clickers” can be
added to the data cluster dossier.

In box 605, computer system 100 accesses one or more
DNSBLs and/or RBLs or other blacklists. In box 607,
computer system 100 determines whether the parsed URLs
are on a DNSBL and/or RBL or other blacklist. In box 609,
computer system 100 displays on the user interface infor-
mation regarding the presence of blacklist URLs.

FIG. 7 shows a data cluster analysis user interface in
which multiple data clusters are prioritized. The interactive
user interface (generated with user interface module 219 of
FIG. 2) can include an element selectable by a user. This
example includes four selectable elements, labeled tier O,
tier 1, tier 2, and tier 3. Here, the selectable elements relate
to classifications reflecting the priority for assessing whether
the prescreened electronic communications associated with
data clusters are undesirable electronic communications.

A user selects a selectable element with a suitable input
device such as a mouse, finger, or stylus. FIG. 8 shows a data
cluster analysis user interface showing potentially undesir-
able electronic communications for a high priority group of
data clusters. Turning next to FIG. 8, the user has selected
tier 0. The interactive user interface shown in FIG. 8 has
been updated to show a list of data clusters associated with
that tier. For example, the first item in the list shows a data
cluster comprising one prescreened electronic communica-
tion with the subject field “ACTION REQUIRED BY Friday
Apr. 17, 2015—FINAL REQUEST.” The second item in the
list shows a data cluster comprising one prescreened elec-
tronic communication with the subject field “Employment
Ref: QMK2015-2020-1XQM.” The third item in the list
shows a data cluster comprising eight prescreened electronic
communications with subject fields like “Review Secured
Access.”

FIG. 8 also demonstrates certain aspects of the system’s
front-end filtering capabilities. The left-most column of FIG.
8 shows example metadata fields or filters that are filterable
for each cluster. For example, a user can filter clusters based
of a specific sender, rather than conducting tiled-tier filter-
ing. A search bar in the upper-right corner of FIG. 8 allows
for similar metadata search.

A user selects the third item in the list (the third data
cluster) with a suitable input device. FIGS. 9-13 shows
various aspects of a dossier analysis user interface showing
informational data regarding a data cluster, here, the third
data cluster. The interactive user interface shown in FIG. 9
has been updated to show informational data associated with
the third data cluster. In this example, the interactive user
interface displays a summary tab showing information such
as who sent the prescreened electronic communications in
the data cluster to the local network, who in the local
network submitted it, which URLs were found in the pre-
screened electronic communications, which attachments
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were found in the prescreened electronic communications,
and/or whether any of the URLs were found in a DNSBL
and/or RBL or other blacklist. Here, the summary tab shows
the prescreened electronic communications in the data clus-
ter contain 61 total URLs and one attachment. Two of the
URLs were found in a DNSBL and/or RBL or other black-
list, here the RISKIQ blacklist (RiskIQ, Inc., San Francisco,
Calif.).

The user can select a messages tab with a suitable input
device to have additional information data displayed on the
user interface. The interactive user interface shown in FIG.
10 has been updated to show additional informational data
associated with the third data cluster. In this example, the
messages tab shows textual data, such as the message body,
of prescreened electronic communications in the data clus-
ter.

The user can select a clickers tab with a suitable input
device to have additional information data displayed on the
user interface. The interactive user interface shown in FIG.
11 has been updated to show additional informational data
associated with the third data cluster. In this example, the
clickers tab shows the result of searching the proxy log for
the URLs associated with the data cluster to see who in the
local network clicked on the links. The NAME field reflects
the name of the user who accessed the URL. The NBID field
reflects an identification number associated with the user.
The BAND field reflects the user’s rank or status within the
local network, with a lower BAND number reflecting a
higher ranking user. The NAME, NBID, and BAND can be
stored in and retrieved from the data cluster dossier, as
discussed.

The user can also select a recipients tab with a suitable
input device to have additional information data displayed
on the user interface. The interactive user interface shown in
FIG. 12 has been updated to show additional informational
data associated with the third data cluster. In this example,
the recipients tab shows the result of searching electronic
communications storage device 203 (such as a PROOF-
POINT log) to identify recipients in the local network
received electronic communications similar to the pre-
screened electronic communications, in addition to those
recipients who reported the prescreened electronic commu-
nications to an administrator.

The user can also select a raw data option with a suitable
input device to have additional information data displayed
on the user interface. The interactive user interface shown in
FIG. 13 has been updated to show additional informational
data associated with the third data cluster. In this example,
the raw data shows PROOFPOINT logs.

Turning next to FIGS. 14A and 14B, which show dossier
analysis user interfaces showing informational data regard-
ing a data cluster, once a data cluster is analyzed, an analyst
gives the data cluster a status, such as “legitimate,” “spam,”
“phishing,” or “malicious.” Depending on the status, recipi-
ents are notified, such as by email, informing the recipients
not to enter their credentials or informing the recipients the
prescreened electronic communications is legitimate and
can be responded to. As noted above, in various embodi-
ments, a recipient need not have reported a potentially
undesirable electronic communication (e.g., to an abuse
account) to receive the notification. It should also be under-
stood that, in certain embodiments, a recipient can receive
such a notification even if the potentially undesirable elec-
tronic communication received does not match all of the
characteristics in the initial cluster in all respects. For
example, a recipient may receive a notification if the recipi-
ent received an email from the same sender, with a slightly
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different subject but including the same phishing link, or
variation on that phishing link and/or similar language.

All recipients associated with a data cluster can be iden-
tified (such as using PROOFPOINT logs) and stored in the
data cluster dossier. The dossier can be cross-referenced for
the notification. In yet another example, a seed email might
lead to one hundred nearly identical emails being identified,
but based on the characteristics of those emails, it may be
discovered that there are other shared attributes among those
that end up expanding the volume of potential spam that is
captured. For example, email 1 is from sender A, with
subject line B and link C. That link might show up in emails
from a different sender D who does not use the same subject
B. Nevertheless, the system would still recognize the emails
are relevant because of the link. Then, the system can
analyze emails with subject B and recognize that sender A
is also using a third link and then cross reference and
discover other senders using that different link.

III. Terminology

Each of the processes, methods, and algorithms described
in the preceding sections may be embodied in, and fully or
partially automated by, code modules executed by one or
more computer systems or computer processors comprising
computer hardware. The processes and algorithms may be
implemented partially or wholly in application-specific cir-
cuitry.

The various features and processes described above may
be used independently of one another, or may be combined
in various ways. All possible combinations and subcombi-
nations are intended to fall within the scope of this disclo-
sure. In addition, certain method or process blocks may be
omitted in some implementations. The methods and pro-
cesses described herein are also not limited to any particular
sequence, and the blocks or states relating thereto can be
performed in other sequences that are appropriate. For
example, described blocks or states may be performed in an
order other than that specifically disclosed, or multiple
blocks or states may be combined in a single block or state.
The example blocks or states may be performed in serial, in
parallel, or in some other manner. Blocks or states may be
added to or removed from the disclosed example embodi-
ments. The example systems and components described
herein may be configured differently than described. For
example, elements may be added to, removed from, or
rearranged compared to the disclosed example embodi-
ments. In addition, the inventions illustratively disclosed
herein suitably may be practiced in the absence of any
element which is not specifically disclosed herein.

Conditional language, such as, among others, “can,”
“could,” “might,” or “may,” unless specifically stated oth-
erwise, or otherwise understood within the context as used,
is generally intended to convey that certain embodiments
include, while other embodiments do not include, certain
features, elements and/or steps. Thus, such conditional lan-
guage is not generally intended to imply that features,
elements and/or steps are in any way required for one or
more embodiments or that one or more embodiments nec-
essarily include logic for deciding, with or without user
input or prompting, whether these features, elements and/or
steps are included or are to be performed in any particular
embodiment.

Any process descriptions, elements, or blocks in the flow
diagrams described herein and/or depicted in the attached
figures should be understood as potentially representing
modules, segments, or portions of code which include one or
more executable instructions for implementing specific logi-
cal functions or steps in the process. Alternate implementa-
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tions are included within the scope of the embodiments
described herein in which elements or functions may be
deleted, executed out of order from that shown or discussed,
including substantially concurrently or in reverse order,
depending on the functionality involved, as would be under-
stood by those skilled in the art.

It should be emphasized that many variations and modi-
fications may be made to the above-described embodiments,
the elements of which are to be understood as being among
other acceptable examples. All such modifications and varia-
tions are intended to be included herein within the scope of
this disclosure. The foregoing description details certain
embodiments of the invention. It will be appreciated, how-
ever, that no matter how detailed the foregoing appears in
text, the invention can be practiced in many ways. As is also
stated above, it should be noted that the use of particular
terminology when describing certain features or aspects of
the invention should not be taken to imply that the termi-
nology is being re-defined herein to be restricted to includ-
ing any specific characteristics of the features or aspects of
the invention with which that terminology is associated. The
scope of the invention should therefore be construed in
accordance with the appended claims and any equivalents
thereof.

What is claimed is:

1. A computer system to identify electronic communica-
tions, the computer system comprising:

one or more computer readable storage devices config-

ured to store:

one or more software modules including computer

executable instructions,

records of first electronic communications to internal

recipients within a local network for a period of time,
the records reflecting, for each of the first electronic
communications, a plurality of characteristics, and

a plurality of prescreened electronic communications, at

least some of the prescreened electronic communica-
tions in the first electronic communications, each pre-
screened electronic communication preliminarily iden-
tified as a potential undesirable electronic
communication, and each prescreened electronic com-
munication comprising the plurality of characteristics;
and

one or more hardware computer processors in communi-

cation with the one or more computer readable storage
devices and configured to execute the one or more
software modules in order to cause the computer sys-
tem to:

access, from the one or more computer readable storage

devices, the plurality of prescreened electronic com-
munications and the records;

group, from the plurality of prescreened electronic com-

munications, a data cluster of the prescreened elec-
tronic communications sharing a similar characteristic
from the plurality of characteristics;

based on a first characteristic associated with the data

cluster and the same first characteristic of the records,
identify recipients associated with the data cluster from
the first electronic communications;

based on one or more attributes of the data cluster, classify

the data cluster with a classification reflecting a priority
for assessing whether the prescreened electronic com-
munications associated with the data cluster are unde-
sirable electronic communications, such that, once ini-
tiated, the classifying is performed by the one or more
hardware computer processors, without the need for
manually performing the classifying, the classifying

10

15

20

25

30

35

40

45

50

55

60

65

24

being based at least in part on a role of one or more of
the recipients associated with the data cluster who are
authorized to access the local network;
generate user interface data for rendering an interactive
user interface on a computing device, the interactive
user interface including an element selectable by a user,
the selectable element reflecting the classification; and

update the user interface data such that, after the select-
able element is selected by the user, the interactive user
interface further includes informational data regarding
the data cluster, the informational data reflecting the
recipients associated with the data cluster.

2. The computer system of claim 1, the plurality of
characteristics comprising a from field corresponding to a
purported author of the respective first electronic commu-
nication, one or more recipient fields corresponding to the
recipients of the respective first electronic communication,
and a subject field corresponding to a purported topic of the
respective first electronic communication.

3. The computer system of claim 1, the one or more
attributes comprising the number of prescreened electronic
communications in the data cluster.

4. The computer system of claim 1, the one or more
attributes comprising an identity of one or more recipients of
the prescreened electronic communications in the data clus-
ter.

5. The computer system of claim 1, each prescreened
electronic communication further comprising a message
body, and the one or more hardware computer processors in
communication with the one or more computer readable
storage devices configured to execute the one or more
software modules in order to cause the computer system to
parse the message body for any uniform resource locators.

6. The computer system of claim 5, the one or more
attributes comprising a determination that the message body
includes at least one uniform resource locator.

7. The computer system of claim 5, further comprising a
network connection configured to access, from one or more
remote networks not within the local network, one or more
domain name system blackhole lists or real-time blackhole
lists, the one or more attributes comprising a determination
that the message body includes at least one uniform resource
locator, or a portion thereof, on the domain name system
blackhole list(s) or real-time blackhole list(s).

8. The computer system of claim 5, the one or more
computer readable storage devices further configured to
store a log of requests from the local network seeking
resources outside the local network, and the one or more
hardware computer processors in communication with the
one or more computer readable storage devices configured
to execute the one or more software modules in order to
cause the computer system to identify instances in the log
indicating a request from the local network seeking a parsed
uniform resource locator.

9. The computer system of claim 8, the informational data
further reflecting an identification of the instances in the log.

10. The computer system of claim 1, the one or more
hardware computer processors in communication with the
one or more computer readable storage devices configured
to execute the one or more software modules in order to
further cause the computer system to receive a disposition
from the user that the prescreened electronic communica-
tions associated with the data cluster are undesirable elec-
tronic communications.

11. The computer system of claim 10, the one or more
hardware computer processors in communication with the
one or more computer readable storage devices configured
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to execute the one or more software modules in order to
further cause the computer system to, based on the dispo-
sition, transmit an electronic notification to the recipients
associated with the data cluster.
12. A computer-implemented method to identify elec-
tronic communications, the method comprising:
as implemented by one or more computer readable stor-
age devices configured to store one or more software
modules including computer executable instructions,
and by one or more hardware computer processors in
communication with the one or more computer read-
able storage devices configured to execute the one or
more software modules,
accessing, from the one or more computer readable stor-
age devices, a plurality of electronic communications
of a local network, each comprising a message body, a
from field corresponding to a purported author of the
respective prescreened electronic communication, and
a subject field corresponding to a purported topic of the
respective prescreened electronic communication;
grouping, from the plurality of electronic communica-
tions, a data cluster of the electronic communications
sharing a similar from field or a similar subject field;
accessing, from one or more remote networks, one or
more domain name system blackhole lists or real-time
blackhole lists;
for one or more of the electronic communications in the
data cluster, parsing the respective message body for
uniform resource locators;
based at least in part on a determination that the message
body includes at least one uniform resource locator, or
a portion thereof, on the domain name system black-
hole list(s) or real-time blackhole list(s), classifying the
data cluster with a classification reflecting a priority for
assessing whether the electronic communications asso-
ciated with the data cluster are undesirable electronic
communications, such that, once initiated, the classi-
fying is performed by the one or more hardware
computer processors, without the need for manually
performing the classifying, the classifying being based
at least in part on a role of one or more recipients
associated with the data cluster in the local network;
generating user interface data for rendering an interactive
user interface on a computing device, the interactive
user interface including an element selectable by a user,
the selectable element reflecting the classification; and
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updating the user interface data such that, after the select-
able element is selected by the user, the interactive user
interface further includes informational data regarding
the data cluster.

13. The computer-implemented method of claim 12, each
electronic communication further comprising one or more
recipient fields.

14. The computer-implemented method of claim 13, fur-
ther comprising accessing records of first electronic com-
munications to internal recipients within the local network
for a period of time, the records reflecting, for each of the
first electronic communications, a from field corresponding
to a purported author of the respective first electronic
communication, one or more recipient fields corresponding
to the recipients of the respective first electronic communi-
cation, and a subject field corresponding to a purported topic
of the respective first electronic communication.

15. The computer-implemented method of claim 14, fur-
ther comprising, based on the from field or the subject field
associated with the data cluster and the from fields or the
subject fields of the records, identifying additional recipients
associated with the data cluster from the first electronic
communications.

16. The computer-implemented method of claim 13, the
classifying further based, at least in part, on an identity of
one or more the recipients of the electronic communications
in the data cluster.

17. The computer-implemented method of claim 12, fur-
ther comprising accessing a log of requests from the local
network seeking resources outside the local network; and

identifying instances in the log indicating a request from

the local network seeking a parsed uniform resource
locator.

18. The computer-implemented method of claim 17, the
informational data comprising an identification of the
instances in the log.

19. The computer-implemented method of claim 12, fur-
ther comprising receiving a disposition from the user that the
electronic communications associated with the data cluster
are undesirable electronic communications.

20. The computer-implemented method of claim 19, fur-
ther comprising, based on the disposition, transmitting an
electronic notification to recipients associated with the data
cluster and the additional recipients.
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